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ABSTRACT: 

The wireless sensor network (WSN) 

is a grouping of sensing, computation, and 

communication into a particular tiny device. 

A sensor network consists of an array of 

many ofnetworkssensor various types 

unified by a wireless communication 

network. This paper has largely described 

the feature and the substance of congestion 

control in WSN and survey the study related 

to the Congestion Control Protocols and 

Algorithms for WSNs. In this paper we 

applied Redundancy Aware Hierarchical 

Tree Alternative Path (RAHTAP) algorithm, 

this algorithm eliminates the duplicate 

packets from the network and attain 

reduction in network load as per packets 

basis which generate lively substitute path 

from source to sink.  
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1. INTRODUCTION: 

A Wireless Sensor Network (WSN) 

for a times called a wireless sensor and actor 

network (WSAN) are spatially 

scattered independent sensors to  monitor  

objective or environmental conditions, such 

as  temperature,  sound,  pressure, etc. and to 

politely datatheirpass throughout the 

network to a main location. The present 

networks are bi-directional, also enable the 

control of sensor activity.  

A sensor node might vary in size and 

the cost of sensor nodes is equally variable, 

ranging from a few to hundreds of dollars, 

depending on the difficulty of the entity 

sensor nodes. The cost and size constraints 

on sensor nodes outcomes in equivalent 

constraints on property energy,such as

memory, comput speed andational

infrastructure topology ofThebandwidth.

canthe WSNs differ afrom plain star 

network advancedanto  multi-hop wireless 

mesh network.  
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2. RELIABLE DATA TRANSMISSION   

IN WIRELESS SENSOR NETWORKS 

DURING OVERLOAD SITUATION 

2.1 Alternative Path Creation (APC) 

 

Fig. 1: Alternative Path Creation (APC) 

The early design for the formation of this 

algorithm derived from a exacting concept 

of the theory of Dynamic Alternative 

Routing (DAR) which is widely used in 

public telephony. In this idea it is stated that 

if you have a high-quality route without 

troubles, stick to it, until incredible goes 

wrong. With some main changes in the 

execution, this concept is adopted by us in 

the crate of congestion control in WSNs. 

The main target of the APC algorithm is to 

take benefit of the nodes and use them for 

the formation of substitute paths from the 

source to the destination. The formation of 

these paths will unpack the highly opaque 

parts of the network and will lead the data 

packets securely to a sink though other 

routes. The main theory of this algorithm is 

a source node keeps transmitting data 

packets to a specific node in a level elevated 

than itself, upon it receives a control 

message starting this node that is not able to 

handle any more packets.  

3.  IMPLEMENTATION: 

A. APC implementation 

The APC execution philosophy of the 

algorithm follows the steps below: 

• A very simple hierarchical flooding 

protocol is used for the pattern of the 

network’s topology. During this process, 

every node discovers its neighbor nodes and 

updates its neighbor table. In accumulation 

during this protocol, sensor nodes are 

notionally located in levels from the source 

to the destination. 

• At every packet transmission each node 

piggybacks its blocking state (buffer 

occupancy). The neighbor nodes listen in the 

packet transmission and inform their 

neighbor tables with this information. 

• During the trigger of an event, the source 

node starts transmitting data packets by 

creating flows to the destination. If the 

sending data time is higher than the sending 

time that the getting node can transmit, the 

receiving nodes will quickly face a barrier 

congestion condition and the outcome would 
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perhaps be the arbitrary drop of data 

packets. To avoid this circumstance each 

candidate crammed receiver is sending a 

packet to the sender to inform it, and again if 

it continues to transmit packets with the 

same rate it will soon be congested.  

• The node begins transmitting the data to 

the alter node. The same phenomenon can 

happen in each level (between the neighbor 

nodes). The wavering of receiver can leads 

to the creation of alternative paths.  

B. Hierarchical Tree Creation (HTC) 

The Hierarchical Tree Creation algorithm 

consists of two main steps: 

• Route Creation:  

In this step each node is assigned a 

level according to the hierarchical tree. Each 

source node is assigned a level 0 to a node 

and broadcasts a level_discovery packet in 

the network. The sensors which receive the 

packet are handed as offspring to the 

transmitter and are set to level 1. All these 

nodes broadcast a level_discovery packet, 

and the patterns continue with the level 2 

nodes in the network. The source node when 

it receives the level_discovery packet 

updates its neighbor table. 

• Flow Creation:  

In Flow Creation the connection is 

established between each transmitter and 

receiver using a 2-way handshake. Packets 

are exchanged between every transmitter 

and receiver in the network. During this 

packet swap, the congestion position of each 

receiver is communicated to the transmitter. 

The association is performed using a 2-way 

handshake. In a source node A and a 

receiver B, node A sends a first packet to B. 

When node B receives this packet, it sends 

an acknowledgment packet back to A. In 

this acknowledgement packet the node B 

piggybacks the congestion state at the 

moment.  

C. RAHTAP Algorithm for Congestion 

Control in Wireless Sensor Network 

There are two technology by which 

congestion can be condensed which are: 

either by dropping the data sending rate of 

source or by given that extra resources. 

Congestion in WSNs is elevated if load in 

the system is very high. So network load is 

concentrated upon exclusion of redundant 

number of packets in WSNs. In this paper 

we executed an algorithm called 

Redundancy Aware Hierarchical Tree 

Alternative Path (RAHTAP), which destroy 

the duplicate packets from the network and 

attain reduction in network load as per 

packets base which create dynamic 

substitute path from source to destination 

when congestion on a particular node in the 

network. The RAHTAP algorithm works 
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above the thought of existing congestion 

control algorithm HTAP. 

 In wireless sensor network, there are 

so many challenges. The main challenge is 

to provide greatest lifetime to network and 

how to present a network totally rely on 

battery power. The main goal for enlarging 

lifetime energy efficient, load balancing 

packet relocate from source to destination to 

network as a sensor of network is to protect 

battery power or force with the help of 

falling of the reproduction data packets in to 

the networks.  

Flow Establishment 

 An association is created between 

every transmitter and recipient pair utilizing 

a two-way handshake. Through this parcel 

trade, the clogging state of every collector is 

conveyed to the transmitter. In the event that 

we think about, where hub 1 is the source 

and hubs 2, 3, and 4 are collectors. Firstly, 

hub 1 sends a parcel to hub 2.When hub 2 

accepts this bundle, it sends an ack bundle 

once again to 1.In this ack bundle hub 2 

piggybacks its current blockage state. This 

trade makes the source hub mindful of the 

blockage state of all its next jump neighbors 

that can catch. When the clogging state of a 

kid (downstream neighbor) achieves a 

prespecified farthest point, the hub upgrades 

its upstream hubs of the blockage state 

utilizing a devoted control bundle.  

 

 

Fig.2: (a) network connectivity after 

topology control, (b) level placement 

procedure 

4. CONCLUSION: 

In recent times there has been a increasing 

interest in Wireless Sensor Networks 

(WSN). Sensor Networks hold a lot of 

guarantee in applications where assembly 

sensing information in remote locations is 

needed. It is an evolving field, which offers 

scope for a lot of study. Their power-

constrained nature necessitates us to look at 

more energy resourceful design and 

operation.  

The impact of wireless sensor networks on 

our everyday life can be preferably 

compared to what Internet has done to us. 

Both the factors of congestion control and 

reliability helps in reducing packet loss, 

which results in an energy efficient 

operation of the network, which is a key 
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factor in increasing the lifetime of the sensor 

in the network. While these congestion 

manage techniques are promising there are 

still there are many challenges to solve in 

wireless sensor network to hold congestion 

organize efficiently. And more research 

efforts are needed to continue to improve 

congestion control in WSNs. 

RAHTAP algorithm manages to control 

congestion in WSNs using Redundancy 

Detection and elimination when congestion 

appears in the network. The main advantage 

of RAHTAP is redundancy detection and 

elimination process it uses on sensor node to 

eliminate the copy of packets in each sensor 

nodes, as a result of which network 

throughput and efficiency increases. It also 

reduces the overhead to already heavy 

loaded networks. Further this algorithm is an 

algorithm for energy constraints in WSNs. 

RAHTAP has been assessed and its 

execution was contrasted with an alternate 

existing asset control calculation HTAP.  
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